
I. Purpose: 

This policy for control the CSCM staff’s to access the Internet and restrict the internet services. 

II. Scope: 

This policy for control all CSCM staff’s computers to access public network computers and 

servers through internet services. 

III. Staffs’ Internet Open Access: 

1. HTTP/HTTPS. 

2. ICMP. 

3. If the internet services required for common business purpose, it will DEFAULT authorize by 

Group Policy and NOT require to apply by individual. 

4. For individual needs such as IM Software, submit『Internet Application Form』and obtain 

approval by Department Head.  

5. All internet services EXCEPT the above mentioned services must be applied before authorize 

to use or access 

IV. Staffs’ Limited Access Services: 

1. FTP/SFTP/TELNET/SSH. 

2. P2P. 

3. Youtube. 

4. IM: MSN, Yahoo Messenger, QQ, Line, Wechat, Whatsapp etc. 


